### Joomla Vulnerability Scan Report

- **URL:** https://www.xcompany.com
- **Started:** Thu Jun 28 14:17:37 2018
- **Found 1 interesting headers.**
  - **Server:** Apache
- **Joomla version 3.3.6 identified from admin manifest**
- **Found 11 vulnerabilities affecting this version of Joomla!**

<table>
<thead>
<tr>
<th>Title</th>
<th>Reference</th>
<th>Fixed in</th>
</tr>
</thead>
<tbody>
<tr>
<td>Joomla Content History SQLi Remote Code Execution</td>
<td><a href="https://www.exploit-db.com/exploits/38797">https://www.exploit-db.com/exploits/38797</a></td>
<td>3.4.5</td>
</tr>
<tr>
<td>Joomla 1.5 - 3.4.5 - Object Injection Remote Command Execution</td>
<td><a href="https://www.exploit-db.com/exploits/38977">https://www.exploit-db.com/exploits/38977</a></td>
<td>3.4.6</td>
</tr>
<tr>
<td>Joomla! &lt; 3.6.4 Privilege Escalation</td>
<td><a href="http://www.cvedetails.com/cve/CVE-2016-9838">http://www.cvedetails.com/cve/CVE-2016-9838</a></td>
<td>3.6.4</td>
</tr>
<tr>
<td>Shell Upload</td>
<td><a href="http://www.cvedetails.com/cve/CVE-2016-9836">http://www.cvedetails.com/cve/CVE-2016-9836</a></td>
<td>3.6.4</td>
</tr>
</tbody>
</table>
Title: Information Disclosure
| Reference: http://www.cvedetails.com/cve/CVE-2016-9837
| Fixed in: 3.6.4

Scanning for vulnerable components...
Found 3 vulnerable components.

---

Name: com_weblinks - v3.0.0
| Location: https://www.xcompany.com/administrator/components/com_weblinks
| Manifest: https://www.xcompany.com/administrator/components/com_weblinks/weblinks.xml
| Description: COM_WEBLINKS_XML_DESCRIPTION
| Author: Joomla! Project
| Author URL: www.joomla.org

Title: Joomla! 'com_weblinks' Component - 'id' Parameter SQL Injection Vulnerability
| Reference: https://www.exploit-db.com/exploits/33812

Title: Joomla! 'com_weblinks' Component - 'Itemid' Parameter SQL Injection Vulnerability
| Reference: https://www.exploit-db.com/exploits/34475

---

Name: JCE - v2.4.3
| Location: https://www.xcompany.com/administrator/components/com_jce
| Manifest: https://www.xcompany.com/administrator/components/com_jce/jce.xml
| Description: WF_ADMIN_DESC
| Author: Ryan Demmer
| Author URL: www.joomlacontenteditor.net

Title: Joomla JCE Component (com_jce) Blind SQL Injection Vulnerability
| Reference: https://www.exploit-db.com/exploits/17136

---

Name: - v
| Location: https://www.xcompany.com/administrator/components/com_5starhotels
| Manifest: https://www.xcompany.com/administrator/components/com_5starhotels/5starhotels.xml

Title: Joomla 5starhotels (id) SQL Injection Exploit
| Reference: https://www.exploit-db.com/exploits/7575

---

Scanning for vulnerable modules...
Found 1 vulnerable modules.

---

Name: - v
| Location: https://www.xcompany.com/administrator/modules/mod_3dcloud
| Manifest: https://www.xcompany.com/administrator/modules/mod_3dcloud/3dcloud.xml

Title: Joomla! 3D Cloud 'tagcloud.swf' Cross-Site Scripting Vulnerability
| Reference: https://www.exploit-db.com/exploits/33566

---

Scanning for vulnerable templates...
Found 0 vulnerable templates.

---

Scan parameters
Target: https://www.xcompany.com

Scan information
Start time: 2018-06-28 14:17:37